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I.
Policy
A.
Override decisions are based on individual case situations and circumstances.  They may be based on information, not scored on the risk assessment scale, which provides a compelling basis for altering the actuarially computed security level. In Wayne County, override of a juvenile’s initial security classification on the Juvenile Classification and Assignment Report is initiated by a CMO and subject to the approval of the JAC Director.  

B. Override of a reassessed security level must be approved by the CMO; not a subcontract vendor. There may be, in some instances, an accumulation of evidence that the computed security level is not appropriate and does not adequately account for safety risks and emerging treatment issues. This also applies to completion of the “Juvenile Escalation Matrix” (See Item 800.6).
C.
Override of a juvenile’s reassessed security classification is an administrative action.  Actual movement of a juvenile to a different security level is subject to the requirements in Item 600.12 (Security Level Change).

II. Definitions
A.
Override refers to extenuating circumstance(s) resulting in an escalation (increase) or mitigation (decrease) to a juvenile’s security level classification. Discretionary overrides are based on individual case evaluation and circumstances.  Mandatory overrides are pre-determined, based on policy and court orders.
III. Procedures
A. Override of Initial Security Level Classification

1. A juvenile’s initial security level classification is based on the Juvenile Classification and Assignment Report (JCAR), as defined in 800.2.  The JAC completes the JCAR within 14 calendar of a youth’s acceptance. If there is a specific security level in an order, the JAC will identify the ordered security level on the JCAR. 

2. When compelling mitigating or aggravating circumstances are identified, the JAC or assigned CMO may initiate a request to change the juvenile’s security classification.  This written request must be processed to the JAC, prior to completion of the Initial Plan of Care (IPOC) report due date.

a. Aggravating factors: Unsuccessful Community Intervention (035) and Serious Truancy Risk (037) are used only for Reassessed Risk and are not allowed in calculating the JCAR.

3.
A juvenile’s security classification can only be altered by one level, even when there are multiple reasons for an override.

4.
A written request to change a juvenile’s initial security classification must be submitted by the CMO to the JAC Executive Director.  The JAC Director will issue a decision within two business days.  The final placement category on the JCAR must reflect the override.

5.
Once the initial TPOC is implemented and the juvenile is placed in an agency that matches the final security level category on the JCAR (see Exhibit 800.2-A), an override may not be enacted.  If it becomes necessary to change the juvenile’s placement level, the procedures in Item 600.12 must be followed.

B. Override of Security Level Based on a Risk Reassessment

1. Override of a juvenile’s security level classification, based on a risk reassessment, requires CMO approval.  If a contract provider completes a risk reassessment, a recommendation to change a juvenile’s security classification must be approved by the CMO.

2. An actual change in a juvenile’s placement security level is subject to prior approval of the JAC, based on Utilization Review.

3. Override of a juvenile’s reassessed security classification is an administrative action.  Actual movement of a juvenile to a different security level is subject to the requirements in Item 600.12.  The supervising Court may require a hearing to authorize movement of the juvenile to a different security level (depending on permissive or restrictive language in the court order).
C. Override of a Security Level on the Juvenile Escalation Matrix

The “Juvenile Escalation Matrix” provides a section for the CMO to “override” the computed security level by one placement level, based on case circumstances.  Before a final security level recommendation is submitted to the Court, the case must be carefully examined for aggravating and mitigating factors.  If the CMO has reason to believe the new security level assignment is not appropriate, information should be presented to the Court that supports override consideration.
D. Discretionary override recommendations are based on individual case situations/circumstances.  They may include information, not scored on the risk assessment scale, which provides a compelling basis for altering the computed security level.  The person completing a report should screen the case for evidence of a “discretionary” override to aggravate (increase) or mitigate (decrease) a juvenile’s security level.  For example, the basis for a discretionary override may include:

1.
Mitigating Factors to Lower Security Level

001
Offenses Related to Family Violence

002
No Previous Service Attempt

003
Special Issues/Reduced Culpability (Serious Emotional Disorder, Developmental Disability, Age, etc.)

004
Offense Related to Meeting Family Sustenance

005
Family Support Present/Viable

006
Played Minor Role in Crime

007
Crime Committed Under Duress, Coercion and/or Threat

008
Extreme Care Expressed for Health, Safety and/or Property

009
Victim(s) Provoked Crime by their Conduct

011
Small Amount of Money/Property, Small/Little or NO Harm to Victim

012
Basically Led Law Abiding Life

013
Crime Not Likely to be Repeated

015
Judge Order to Mitigate

016
Youth is particularly remorseful, empathetic

017
Youth’s family is an asset

018
Good pro-social skills, knows his triggers, and impulse/frustration management

2.
Aggravating Factors to Increase Security Level

022 
Crime Involved Several Perpetrators/Weapons

023
Multiple Victims

024
Vicious/Heinous Crime

025
Property/Money Stolen Particularly High

027
Thrill Seeking / Risk Taking Behavior

028
Witnesses Threatened

029
Escalating History of Violence 

030
Reckless Disregard for Safety of Others

031
Excessive Plea Bargaining (I&II)

032
History of Arson or animal Cruelty

033
Multiple Sex Offenses

035
Unsuccessful Community Intervention

036
Psychiatric (Serious Emotional Disturbance or Developmental Disability)

037
Serious Truancy Risk

038
Risk of Self-Injury/Harm

040
Judge Order to Aggravate

041
Positive drug test – last 3 months

* 
Failure on Probation does not constitute either Unsuccessful Community Intervention (035) or Serious Truancy Risk (037).  Neither of these codes may be utilized in determining the security level on the Juvenile Classification and Assignment Report (JCAR).

D. Policy Override to Access Mental Health Treatment 

Policy override may be used to increase the security level classification of a juvenile diagnosed with a Serious Emotional Disorder and/or Developmental Disability.  Application of this policy to individual case situations requires a psychiatric evaluation, completed within the six months.  The psychiatric evaluation must include a recommended “level of care” for a mental health placement.  If the juvenile’s security classification, on the JCAR (or risk reassessment), is different from the psychiatrist’s level of care recommendation, his/her security classification may be changed to facilitate access to necessary treatment.

1. Policy based overrides must be processed to the JAC for CMT authorization, prior to actual implementation.

2. Override code “036” must be entered on the JCAR, or risk reassessment or Juvenile Escalation Matrix when this policy override is used to increase a juvenile’s security classification.

3. In exigent circumstances the CMO may request an exception to this policy provision in order to immediately move the juvenile to treatment placement.  The psychiatric evaluation can then be updated while the youth is in placement. The psychiatric evaluation can then be provided with the appropriate recommendation within 2 weeks of the youth’s placement.

4. Application of an override must be compatible with the court order, as a security level override of a juvenile’s classification is an administrative action.  It some instances it may be necessary for the CMO to file a supplemental petition.  The Preferred Provider Network (PPN) Manager will insure that all placements are consistent with court orders.

E.
Managerial level approval of an override must first be obtained, within the CMO, before requesting the JAC (i.e., CMT change) and Court (i.e., legal order) to change a juvenile’s placement security level.

F.
Changing a juvenile’s authorized security level constitutes a Care Management Track change and procedural requirements in Items 500.12 and 600.12 must be adhered to by the Case Manager.

1. The JAC must approve the requested CMT change, prior to moving the juvenile to a new security level.

a.
The proposed security level change may also require Court approval or informed consent (see Item 401.12);

b.
The basis for an override should always be incorporated in a report to the Court, when the Court must approve a security level change.

G.
When a discretionary override is granted, enter the three-digit code from above.

H. Do not alter the actuarially computed security level on a matrix.  When an override is used, enter the modified Security Level, after the override has been applied, in the “Final Placement Security Level”.  The computed security level and override, if any, are recorded separately on the report.  These are distinct decisions and should be recorded as such.  Separate recordings facilitate “tracking” of overrides to the original security or risk reassessment level.

I.
The best one reason for an override must be recorded on JAIS.

IV. Exhibits
None

V. References
None

